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Abstract: This document describes the work undertaken to provide the CyberSec4Europe project
website and social media accounts as well as the future development plans.

This document is issued within the CyberSec4Europe project. This project has
received funding from the European Union's Horizon 2020 Programme under grant
agreement no. 830929. This document and its content are the property of the
CyberSec4Europe Consortium. All rights relevant to this document are determined
by the applicable laws. Access to this document does not grant any right or license
on the document or its contents. This document or its contents are not to be used or
treated in any manner inconsistent with the rights or interests of the
CyberSec4Europe Consortium and are not to be disclosed externally without prior
written consent from the CyberSec4Europe Partners. Each CyberSec4Europe
Partner may use this document in conformity with the CyberSec4Europe
Consortium Grant Agreement provisions and the Consortium Agreement.

The information in this document is provided as is, and no warranty is given or
implied that the information is fit for any particular purpose. The user thereof uses
the information at its sole risk and liability.
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Executive Summary

This document provides details of the status of the current CyberSec4Europe project website as
well as the development plans for the next and future stages of its development.

The document also includes details of the project’s social media accounts with Twitter and
LinkedlIn, as well as results from the two-week period of activity at the time of the project launch
at the end of February 2019.

The CyberSec4Europe website and social media accounts will evolve significantly during the

course of the 42-month project and these changes, and their impact with relevant stakeholders,
will be the subject of four further status reports at M12 (D9.4), M24 (D9.9), M36 (D9.15) and
M42 (D9.22).
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List of Acronyms

ECSO European Cyber Security Organisation
ENISA European Union Agency for Network and Information Security

Glossary of Terms

XMLRPC
XMLRPC is a system that allows remote updates to WordPress from other applications
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1 Website

1.1 Domain

The domains cybersec4europe.eu and cybersec4europe.com were acquired on behalf of the
CyberSec4Europe consortium in May 2018. The former was chosen for use by the project; there
are no plans to use or renew the latter.

1.2 Current Website

The current CyberSec4Europe website https:// www.cybersec4europe.cu was first published on 18
February 2019 and has been regularly updated since. It is based on WordPress 5.1.1 and is hosted
by FlyWheel, a leading WordPress hosting provider, at a data centre in Frankfurt
(Germany).

1.3 Website Security

FlyWheel have extensive security policies, which are described in their security white
paperl. In addition to the Flywheel security, the CyberSec4Europe site is monitored via
ManageWP, a WordPress monitoring and maintenance dashboard, which is set to provide
alerts if the site goes offline, or there are any unpatched vulnerabilities. Additional security
within WordPress has been set up to hide the back-end (removing wp-admin) and disable
certain types of commonly used access methods (XMLRPC) including comments and direct
user registration. 'Two factor authentication' is switched on by default, and the use of
strong passwords is enforced.

Full automatically updated privacy and cookie policies are provided via iubenda.com and
anonymised IP addresses stored by Google Analytics.

1.4 Role of the Website

The website is a major communication tool of the CyberSec4Europe project and eventually will
be used for the dissemination of results and project activities to the general public as well as
acting as an information platform for other stakeholders such as the project’s Advisory Board
members, Members of the European Parliament, the European Commission, ENISA, ECSO, the
other three Cyber Competence Network pilots (SPARTA, ECHO and CONCORDIA) and others.

Its primary use initially was to provide a link to the press release on 26 February 2019
announcing the project launch which was synchronized with the Commission’s rapid press
release? and news article® as well as the press releases issued in parallel by the other three Cyber
Competence Network pilots. Some of the results of the subsequent exposure are listed below.

https://getflywheel.com/wp-content/uploads/2018/04/flywheel-security-white-paper.pdf
http://europa.eu/rapid/press-release MEX-19-1431 en.htm
https://ec.europa.eu/digital-single-market/en/news/four-eu-pilot-projects-launched-prepare-european-
cybersecurity-competence-network
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CyberSec4Europe

CyberSecAEurope is aresearch-based consortium with 43 participants from 22 EU Member

States and Associated Countries. As a pilot for a Cybersecurity Competence Network, it will LateSt TWeetS
test and demonstrate potential governance structures for the network of competence

berSecAEuroze

centres using the best practice examples from the expertise and experience of the 9
participants, including concepts like CERN.

CyberSecAEurope will address key EU Directives and Regulations, such as the GDPR, PSDZ,
eIDAS, and ePrivacy, and help to implement the EU Cybersecurity Act including, but not
limited to supporting the development of the European skills base, the certification
framework and the role of ENISA.

Y o btcmen |

CyberSecAEurope partners address 14 key cybersecurity domains, 11 technology/
application elements and nine crucial vertical sectors. With participation in over 100
cybersecurity projects amongst them, CyberSecdEurope partners have considerable
experience addressing a comprehensive set of issues across the cybersecurity domain

Panedists discussing “vhat do

akeholders expect from the Cybersecurky Competence Network plot projects™ at the CyberSec4Europe kick off.

From the left: Frederico Ollveira Da Siiva, BEUC: Wojclech Wiewlorowskl EDFS; Jean-Plerre Quémard, CENVCENELEC; David Goodman, Trust In Digital
Lite Association [moderator); Aala Reda, MEF, Rappartewr Cybersecurity Competence Network Regulation, Dandel lonitd, Romanian EU Presidency. Jean-
Frangols Junger, Cybersecurity Technology and Capacity Bullding, DG CNECT, Roberto Cascella. Senlor Policy Manager, ECSO

NEWS

European Commission announces the launch of four pilot projects including CyberSec4Europe to
reinforce EU's cybersecurity capacity.

See CyberSec4Europe's own press release

Figure 1: Current CyberSec4Europe homepage
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Events

4 June 2019
Cyberwatching.eu Concertation event, Brussels
All four pilots invited to present

5-6 June 2019
CONCORDIA event, Representation of the Free State of Bavaria to the EU, Brussels
Other three pilots invited to present

11 June 2019
"Meet and Talk™ workshop between the four pilots and the national contact points, Luxembourg City

13-14 June 2019
Digital Assembly 2019, Bucharest, Romania

4-5 July 2019
CyberSecAEwrope event, Representation of the State of Hessen to the EU, Brussels
Other three pilots invited during CyberSecdEurope meetings

19-20 September 2019
Digital Excellence Forum @ ICT Proposers Day, Helsinki, Finland

13-15 November 2019

CyberSecdEurope Concertation Event, Toulouse

Other three pilots invited to present a snapshot of status and results
European Commissioner participation confirmed

February 2020

SPARTA event
Other three pilots invited

Privacy Policy | Cookie Policy | © 2019 : Cyber Security for Europe

Figure 2: Current CyberSec4Europe Events page
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1.5 Site Map

The current website is structured as follows:

Global header items:

CyberSec4Europe.eu Sitemap o
. *Logo
29 April 2019 » Primary navigation

* Social media links (LinkedIn/ Twitter)
0.0 Homepage

* Menu (on mobile only)

‘ 1.0 About ‘ ’ 2.0 Objectives H 3.0 What We Plan To Do H 4.0 Publications H 5.0 Events ‘ | 6.0 Contact |

|

I 1.1 Consortium Partners I I 5.1 Past Events I
| |
‘ 1.1 Press Release ‘ 5.1 Kick Off Meeting
and Public Event
Key: | Homepage | | Landing Page | | Secondary Page |

Figure 3: Current CyberSec4Europe site map

As mentioned above, the main impetus on the current site has been around the launch press
release and the project kick off meeting on 28 February / 1 March which included a public event
featuring a two-hour panel discussion with stakeholder representatives. A report and photographs
from the panel discussion are included on the site.

The home page also contains a Twitter feed (see below).

1.6 Availability

The CyberSec4Europe website is designed to be equally accessible on computer, tablet and
mobile devices.

1.7 Future Evolution

The current website is essentially a placeholder for the specific purpose associate with the project
launch activities, with the expectation that a more fully developed website would follow shortly
thereafter. During the course of M3, plans and designs for the permanent website have been
taking place, drawing consensus from all consortium partners. As mentioned above, the website
is the primary communication and dissemination tool of the project and is intended to serve the
wide range of potential stakeholders that the pilot is seeking to address and reach out to.

The new website will be a wholesale replacement of the existing website and thus the hosting,
security and accessibility considerations will remain as described in §1.2, §1.3 and §1.6.

10
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1.8 Future Site Map

a

/
(X}

The proposed site map of the new website, as circulated to all consortium partners, is:

cybersec4europe.eu Sitemap Global header items:
+ Logo
« Primary navigation
+ Social media links (Facebook / Linkedin / Twitter)
+ Menu (on mobile only)
0.0
Homepage
1.0 2.0 3.0 4.0 5.0 6.0 7.0
About Partners Work Packages Events Publications News Contact
. 31 .
Partner page Work package page Event page
8.0 Other content pages

81 82
Privacy Policy Cookie Policy

Global footer items:

- Logo
+ Contact email address (info@cybersecdeurope.eu)
+ Social media links ( Linkedin / Twitter)
+ Link to 8.1 Privacy Policy

* Linkto

* Legal text / copyright

Other global items:

« Cookie banner with link to 8.2 Cookie Policy

Landing page ‘

Secondary page ‘ Mutiples

Figure 4: New CyberSec4Europe site map

The following is a detailed description of each page referenced in the site map:

cybersecdeurope.eu

0.0 Homepage
Logo

Top level tag-line/mission statement

Concise overarching project description/ambition
Short text and signpost link to 1.0 About >

Short text and signpost link to 2.0 Partners >
Short text and signpost link to

Content block that can edited to highlight a specific issue,

and link to the appropriate page e.g. What is CSfE doing
with respect to GDPR? Link o page >

Featured event and link to 5.0 Events >

x2 latest news articles and link to Z.0 News >

Contact and social media CTA with link t0 8.0 Contact >

1.0 About

Short intro text

What is the project?
Why is it necessary?
What are the objectives?

2.0 Partners
Short intro text
List of partners, each entry to include:
+ Partner name
« Partner logo
+ Partner location
+ Brief intro (20 words)
- Website link
Read more’ Link to 2.1 Partner page >

2.1 Partner page
+ Partner name

« Partner logo

+ Partner location

+ Team members

+ Biography (100 words)

+ Website link

+ Contact email address(s)

+ "Back to Partners’ Link 10 2,0 Partners >

Page overview

3.0 Work Packages
Short intro text

List of work packages, each entry to include:

+ Name of work package

+ Brief intro (20 words)

« List of participants

+ "Read more’ Link to >
Overview of project timetable

3.1 Work Package page
+ Name of work package
- Work package description (100 words)
+ List of participants/key personnel (with links to
2.1 Partner pages >
« Contact email address(s)
+ Links to Publications/Events relevant to work package
- "Back to Work packages’ ke s

6.0 News
News listing page

Chronological list of news articles, each entry to include:
- Image

-+ Article title

- Date
- ‘Read more’ Link to 6.1 News article >

6.1 News article
- Image
- Atticle title
Date
- Author
- Contact email address(s)
- Text content
+ "View next/View previous’ links

- "Back to News’ Link 0 6.0 News >

4.0 Events
Event listing page

Chronological list of events, each entry to include:
+ Event image

+ Eventtitle

- Date

+ "Read more’ Link to 4,1 Event page >

Past events sit under 2 secondary header.

4.1 Event page
- Eventimage

 Eventtitle

+ Location

« List of participants

+ Contact email address(s)

+ Event description (100 words)

+ Book tickets link CTA

+ 'Back to Events’ Link to 4.0 Events >

7.0 Contact
Short intro text

Contact email address

Contact telephone no.

Social media links (Facebook / Linkedin / Twitter)
Contact form, fields to include:

+ Organisation
- Enquiry..
+ Privacy policy disclaimer checkbox

8.0 Other content pages
Simple content page to include
- Page title

+ Text content

5.0 Publicaitons.
Short intro text

list of PDF

Figure 5: New CyberSec4Europe site map

Cyber
Security
for Europe
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1.9 Future Website Production Schedule

It is anticipated that the first pages of the new website will be published in early May 2019 with
further content completing the initial design during the course of May. There will be a continuous
evolution of the website throughout the project lifetime, as more communication and
dissemination material becomes available

Security
for Europe

What is CSfE doing with Uk topage>
respect to GDPR?

Advancing the cybersecurity of all
the citizens of the European Union

Featured / latest event

and helping to create and secure a
world-leading digital economy. S

View ol Evarts >

CyberSec4Europe is a research-based consortium
with 43 participants from 22 EU Member States
and Associated Countries. As one of four pilots for
the creation of a Cybersecurity Competence

Network, it will test and demonstrate potential
governance structures for a network of
competence centres using best practices from the
expertise and experience of all of the participants.

Signpost link to About section
header

Short Intro paragraph maecenas
faucibus mollis interdum. Aenean
lacinia bibendum nulla sed
consectetur. Aenean eu leo quam.
Pellentesque ornare sem lacinia
quam venenatis vestibulum. Morbi
leo risus, porta ac consectetur ac,
vestibulum at eros.

Signpost link to Partners
section header

Short Intro paragraph maecenas
faucibus mollis interdum. Aenean
lacinia bibendum nulla sed
consectetur. Aenean eu leo quam.
Pellentesque ornare sem lacinia
quam venenatis vestibulum. Morbi
leo risus, porta ac consectetur ac,
vestibulum at eros.

Signpost link to Work packages
section header

Short intro paragraph maecenas,
faucibus mollis interdum. Aenean
lacinia bibendum nulla sed
consectetur. Aenean eu leo quam.
Pellentesque ornare sem lacinia
quam venenatis vestibulum. Morbi
leo risus, porta ac consectetur ac,
vestibulum at eros.

I Aboutus > I

I Our Partners > I

I Qur work > l

Editable call to action
message for social media
and contact

Latest News

] Posttitie 1 PostTitie 2
Figure 6: A full-length screenshot of the current front page of the
website with some holding text in place

hew ab News >

12
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2 Social Media

2.1 Twitter

Cyber
Security
for Europe

2,
%:

The CyberSec4Europe Twitter account (@CyberSec4Europe) was set up in October 2018. The
number of followers has been steadily growing, particularly since the project launch at the end of
February, and is currently 269.

5] Home Qaljlkimmh

] Messages v

Sumh Twttar Q

r O

‘e

1
¥

©CyterSeciEurape
() Janed Cctober 2018

(& Protos and videas

-«

Twests  following  Folowws  Likes  Lists  Moments

29 281 269 23 0

Tweets Tweets & replies  Media

CyberSecdEurope 00 berSecdEunne - Apr 25
What coes s do 10 the tnust relationshin with the pubilc?

“a

TDL @TOLAssOCkton
This moming @CyberUK In Glasgaw UK cybersecurity agency won't tall
reguiator about breaches - bicom.bg/2XCBSpe: the NCSC Is walkng a
tghtrope protectng busnesses over the requirement 10 report data
breaches to the ICO.

T O 2

0 Yo et
+. ECHO Cybersccurity SECHOCybersos - Agr 10 v
1% @ECHOCybersec has been Imied at Secso_ou WGE Meeting %day In Brussels
with @concordah2020 , @sparta_su and @CyterSeodEurape, %0 explore future
Zymesgies win the four plats. Ve were happy t present cur project ams and
1ocus In cint $CyberSecurty etiarts

CyberSec4Europe OC berSecdEwape - Mar 28
Thark you Christos for representing CyberSecdEurape!

“a

GHOST project EU GGHOST_Frojectel)
e continue AH2020PCW wih &C: tre

Eait profile

Your Tweet activity
‘Your Twoets eamed 1,783 Impressions
ower the kast 28 days.

View your top Tweets

Who to follow  furesn vuw st

eunity @eunty_project

N =)
« CertCoop Scertcoop

WomendCyber 0Viomen..

£ Find paople you knce

Trends for you o
#Viterbo

6525 Trets
#lostoconmamell
5857 Trets
#CasaPound
5801 Trets
fsenzadime
2852 Trwats
fuominiedonne
2354 Twets
50U2019
fecommerce

Figure 7: The

2nd of the 4 Filat projects. Christos Doulgerss ghves an
enighting presentation an $CyberSecurity and the
competence centars

e vir)
=] CyberSecdEurope 00 berSocdEwane - Mar 29
RS
Crer
Rt forteme —— "?

Comerimed 16 geeos: dewsty

s o

Show this thread

CyberSecdEurope 0T berSecdEwape - Mar 26 v
g: [ & totaly the roie ang of
[ women in cyber swomendcyber
‘ DigraiSingleMarket & @05 Meu
W% i vie are happy to 300 more Swomendcyber In our & newly
—agh launched Scybersecurty plct projects.

-’ “Wmms  Find out how these prajects can assist In siengthening
. EU's cybersecurity

o i Twwatrg aost his

CyberSec4Europe
S Twitter page (29
167 Towets April 2019)

#stupro

FEMIoVerso

2245 Twwets

©2010 Twtter Atout Help Cortwr Torma
Prvicy poley Coskia  Ads info
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2.2 LinkedIn

The CyberSec4Europe LinkedIn account CyberSec4Europe was set up in January 2019 and
currently has 122 followers.

L
in

0

W

CyberSec4Europe

Information Technology and Services - Brussels, Brussels - 122 followers

Securing the competitiveness of Europe and enabling European economic growth
while protecting European society

Visit website 2

Updates

Sort by: Top w

o= CyberSec4Europe L
§ v 122 followers
2mo

European Commission launches pilot projects to reinforce EU's cybersecurity

capacity
...see more

coppiona 1 AT € S S Lbaats o Feado wowr edand uxewratee

095 Ueareg House S Gumge Town 3 nwarty a ™ sh e P

Ak 2 (Ve sk vaTwyg SUENGE Advay

Rl ket Crptag ety

wore ran L6O partners..26 EU Member States

it % of total participants 32 % share of requested budget allocation

== AT :x::z:::gm 128

L L

5

g oo st

ooy BimEmEE 12

oy HEELY

. BEEIIIISSSIANEEEELEIE 3%
EERITRIIITIINLILL 2

L_Ju3 HH

Figure 8: The CyberSec4Europe LinkedIn page (29 April 2019)
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2.3 Other Social Media

@ Cyber

Security
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There are no immediate plans to create either a project Facebook or an Instagram account,

although both are considered possibilities.

3 Results

The main activity on the website and on social media took place at the time of the launch press

release and the project kick off meeting.

Google Analytics Home

Users

720

Sessions

890

Bounce Rate

52.7%

Session Duration

Tm 29s

Figure 9: The immediate impact on visits to the
website of the press launch

Figure 10: The continuation of visits to the
website over two weeks

Last 14 days ¥ AUDIENC VERVIEW >
Feb 24,2019 - Mar 7, 2019
All Users + Add Segment
100.00% Pageviews
Explorer Navigation Summary
Pageviews v |VS. Selectametric Day Week Month o4 o%
® Pageviews
600
400
200
Feb 25 Feb 26 Feb 27 Feb 28 Mar 1 Mar 2 Mar 3 Mar 4 Mar 5 Mar 6 Mar 7
Primary Dimension: Page PageTitle  Other
Secondary dimension v | Sort Type: | Default Q advanced |@ @ | T | % |7
Unique .
Pageviews ? Avg.Timeon  Entrances Bounce Rate
Page [ [(Eanevisws o % Exit Page Value
ge
1,912 1,372 00:01:18 890 52.70% 46.55% $0.00
ta ta v for View ta v for View Vie ta
00.0 00.0 100. 527 6.5 3
T} 1. /press-elease/ @ 891 (46.60%) 643 00:01:24 | 541 (5 53.79% 50.06%  $0.00
2./ @ | 778 (a0.69%) | 514 00:01:20 338 50.30% 44.09%  $0.00
T) 3. /kick-off-meeting-and-social-event/ @ | 206 (10.77%) 185 00:00:46 4 75.00% 41.75% | $0.00
4. /kick off meeting and social event/ @ 20 (1.05%) | 18 00:00:52 4 75.00% 55.00% $0.00
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§.o CyberSec4Europe acybersecacurope

28 day summary with change over previous period

Tweets Tweet impressions Profile visits Mentions Followers

2 6,505 r8,13429% 302 1674.4% 30 161 r138

Gender
200
Male Female
62% 38% 150
100
50

Feb 10 Feb 17 Feb 24 Mar 3

Figures 11 and 12: The gradual increase in Twitter activity leading up to the project launch and beyond
Tweet activity

Your Tweets earned 6.5K impressions over this 28 day period

Feb 10 Feb 17 Feb24 Mar 3
Top Tweets  Tweets and replies  Promoted rate
@ Cy pe ac; pe - Mar 6 420 12 2.9%
§:: Looking forward to the finding the cooperation
N7 opportunities! @SecureHospitals @timelex_lawfirm
twitter.com/SecureHospital...
View Tweet activity
o o @G, -Feb26 2,879 165 5.7%

§:: Here is the EC's infographic of the four pilot cybersecurity
N7 projects pic.twitter.com/BB7kF7m2HA

View ctivity

w Cy pe aC; pe - Feb 26 2,673 124 4.6%
§: The EC has just announced the four pilot projects, that

N includes CyberSec4Europe, for building a European

network of centres of cybersecurity expertise - see

bit.ly/1cf2yx8 and bit.ly/2NttggY #cybersecurity

View ty

[ You've reached the end of Tweets for the selected date range. Change date selection to view more. ]
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Visitor metrics ®

40

Page views

10

0

Feb 20 Feb 21 Feb 22 Feb 23

O Desktop {7 Mobile

Visitor demographics @

Top job functions
Visitors

Business Development 42

Feb 24

Cyber

@ Security

< for Europe
= -

Time range: Feb 20, 2019 - Mar 6, 2019 ¥  Page: All Pages ¥  Metric: Page views ¥

Aggregate desktop and mobile traffic O

-

Mar 5

mn mn
Lr Lr

Feb 25 Feb 26 Feb 27 Feb 28 Mar 1 Mar 2 Mar 3 Mar 4 Mar 6

Time range: Feb 20, 2019 - Mar 6, 2019 ¥  Data for: Job function ¥

% of Visitors

T 15.5%

Research 34 R 12.55%
Education 33 I 12.18%
Information Technology 28 | 10.33%
Marketing 20 . 7.38%

Consulting 19 I 7.01%

Program and Project Management 17 . 6.27%

Community and Social Services 15 I 5.54%

Engineering 14 I 5.17%

Media and Communication 13 . 4.8%

Figure 13: Similar trajectories can be seen with the project LinkedIn account

4 Consortium Partner Results
As a result of the project press release, many of the CyberSec4Europe partners either re-released

the project or issued their own locally-adapted press release, either in English or their local
language — in some cases both. The results can be found in the following table.
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CyberSecdEurope - Press

0 Language Website Twitter  Linkedin FaceBook Press TV /Radio €
Partner Release
Archimede Solutions CH English Yes Yes Yes
Austrian Institute of English / Via the Austrian Press Agency (in German). Press coverage so far has resulted in invitations for
Technology AT Ves German Yes presenting the project at local cybersecurity events
Cybermnetica EE Yes English Yes Yes
Danish Technical
Univers DK English Yes
Dawex FR| Yes English Yes Yes
reaTEE {9) Schattenblick
(1) EurekAlent, {10} FIRM {Franifurter Institut fur
{2) Frankfurter Aligemeine Zeitung {small article), und
ottt . (i]:ran:'funermwrressz(largear‘t:lel {11) SecuPedia
the Univers: is! rankfurt Live {online) e artic
Frankfurt N bE ves G’:nnan Yes Yes Yes :5: Kooperation In‘terr\at"o‘f\arlg ’ (12) Bioengineer.org
Radio interview {25 minutes on rotation from
{6) Power System Design Saturday on)
{7} Informationsdienst Wissenschaft TV interview broadcast at 22.45, 6 March, then
{8) Alpha Galileo repeated from on Hessenschau Kompakt
International Cyber
Investigation Training BG Yes English Yes Yes Yes Yes Also Instagram
Academy
Institut de Recherche en
Informatique de FR French Yes Yes
Toulouse
Featured in: {2} Leading regional newspaper (Online)
Jyvdskyld University of £l Yes Finnish Yes Yes Yes Yes (1) Elektroniiikaleht, the main news source for {3) Keskisuomalainen - number of weekly readers
Applied Sciences professionals in the Finnish electronics industry {including both print and online) is 249,000
{Online)
Karistad Unersity SE Yes Swedish Yes
NEC Labs Europe Press release in preparation
Norwegian University of
Science and Technology NO Timers Higher Education
Open& Agile Smart FR Yes English Yes Yes Yes
Cities
SINTEF NO | Yes [Norwegian| Yes Yes
Timelex BE English Yes
Featured in:
Trustin Digital Life BE Yes English Yes Yes Yes {1} IT Security Guru
{2) IT Security News
TU Delft NL | Yes English Yes Yes
Featured in: {5} Science Foundation Ireland
{1} KCS {irish Computer Society) {6) Business Analyst {Ireland)
{2} AsA {7) Limerick Leader
University College Dublin | |E Yes English Yes Yes (3) The Association of Data Protection Officers | (8) Irish Tech News
(3]
{4) The IT Service Management Forum (IE}
University of Cyprus <Y {Yes) To be released this week
University of W| Yes | Engish Yes Yes Yes Featured in Delano
Luxembourg
Featured in: {7} Diario Sur
{1) 20minutos {online) {8} Fundacion Descubre
{2} La Opinion de Malaga {9) Teleprensa {{Periodico Digital De Malaga)
Uniersityof Malaga | €S | Yes Sparl“s: Yes Yes Yes Yes Yes {3) Malaga Laters (Blogspot) {10} El Noticero
(English} {4) Andalucia Lateris (Blogspot) {11) Gente en Malaga
(5) europa press {12) Nova Clencia
{6} La Vanguardia {Andalucia) {13) Enterprise Europe Network
Slovenian /
University of Maribor N Yes English Yes Yes Yes Yes {Yes) |Media coverage this week and next with the national broadcasting company of Slovenia
University of Murcia ES Yes Spanish Yes Featured in: {2) Nova Clencla
(1) murcia.com
Featured in: {6) Trentino Startup
(1) wwwitalia eu {7) Corvara in Badia
{2) Euraxess (8) Zazoom
University of Trento m Yes Italian Yes Yes Yes {3) Opinione {9) virgilo
{4) Cittadini di Twitter {10} Trentino {local newspaper)
(5} F'Adigetto {11) UNITN webmagazie
cyberwatching.eu BE Yes English Spotlight on CyberSecdEurope as "project of the week” during 18-22 March
European Data
Protection Supenvisor BE Mention of Kick Off Evening Event

Table 1: Consortium Partner Communication and Dissemination Activity
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5 Further Considerations

As a result of the coming together of a Communications Group involving the four pilot projects,
it is proposed to build and use a common website (cybercompetencenetwork.eu) that is currently
being designed and is expected to be launched at the cyberwatching.eu concertation event in
Brussels on 4 June.

The intention of this new unified website is to act as a portal to and complement the websites of
the individual pilot projects.
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