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Executive Summary
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This document describes the progress of the CyberSec4Europe website over the final year of the project (2022), and is an update from the previous website and social media report, [D9.15]. The document also includes, as before, an update on the project’s social media accounts including Twitter, LinkedIn and CyberSec4Europe’s YouTube channel. The website and social media accounts continued to evolve, adapting to the latest project developments, and as a result of continuous monitoring and SEO development work. The relationship between CyberSec4Europe’s online presence and the four pilots’ joint website and social media accounts is also presented. The report highlights the additional resource that emanated from the news function which was a summary book of all the partner blog contributions over the lifetime of the project, plus plans for the maintenance of the site as a full and rich repository of the project outputs accessible to the public for the next five years.
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[bookmark: _Toc92983294][bookmark: _Toc124420473]Introduction
This report is the last of five updates on the status and progress of CyberSec4Europe’s main communication platforms, namely the project website and social media accounts (Twitter, LinkedIn and YouTube), and in parallel the website and social media accounts of the joint four pilots’ communications channels (the Cyber Competence Network website and Twitter account). It examines what developments have occurred over the last 11 months (during 2022, since the publication of deliverable D9.15), what their impact has been and how overall the channels are performing.
[bookmark: _Toc92983295][bookmark: _Toc124420474]Role of the website and social media
The website and social media accounts are the major communication channels of CyberSec4Europe for the dissemination of results and project activities to its stakeholder community. Specifically, they act as an information platform for Members of the European Parliament, the European Commission, ENISA, ECSO and the other three pilots (SPARTA, ECHO and CONCORDIA). In particular the COVID-19 crisis between 2020 and 2021 demonstrated the critical importance of these online tools as the project’s “shop window” in the absence of face-to-face meetings. The ‘normalisation’ of virtual meetings in the light of the pandemic offered the website an opportunity to record and post content of all online and hybrid events of the project, which we now have for posterity.
[bookmark: _Toc92983220][bookmark: _Toc92983296][bookmark: _Toc92983403][bookmark: _Toc92983476][bookmark: _Toc92983804][bookmark: _Toc92984322][bookmark: _Toc92984452][bookmark: _Toc92984549][bookmark: _Toc92984608][bookmark: _Toc92984704][bookmark: _Toc92984769][bookmark: _Toc92984848][bookmark: _Toc92984918][bookmark: _Toc92984989][bookmark: _Toc92985755][bookmark: _Toc92987057][bookmark: _Toc92987205][bookmark: _Toc92987683][bookmark: _Toc92983297][bookmark: _Toc124420475]Website
[bookmark: _Toc92983298][bookmark: _Toc124420476]Domain
The cybersec4europe.eu domain, acquired in May 2018, continues to be the one used by the project and there are no plans to take up any similar domains, although other similar sounding domains were acquired to avoid potential confusion and will now be discontinued.
[bookmark: _Toc92983299][bookmark: _Toc124420477]Website hosting and content management system
The project website https://cybersec4europe.eu was first published on 18 February 2019, relaunched in November 2019 with a completely new design and has been regularly updated since. In January 2022 the site moved to a new hosting provider, Cloudways, a leading WordPress hosting provider, and is now hosted on WordPress 6.1.1 via Cloudways on Digital Ocean in an Amsterdam data centre. The reason for the transfer was that the previous hosting provider, Flywheel, now owned by WP Engine, moved all their sites to Google Cloud which immediately reduced performance with unattractive accompanying support conditions. The difference in speed, reliability and scaling with Cloudways is very noticeable.
[bookmark: _Toc92983300][bookmark: _Toc124420478]Website Security
In addition to the Cloudways security assurances, the CyberSec4Europe site is monitored via ManageWP, a monitoring and maintenance dashboard, which is set to provide alerts if the site goes offline or there are any unpatched vulnerabilities. Full automatically updated privacy and cookie policies are provided via iubenda.com and visitors’ IP addresses are anonymised for the purposes of Google Analytics. The website is GDPR compliant.




[bookmark: _Toc124420479]Overall Website Structure and Site Map 
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[bookmark: _Toc124420377]Figure 1: Site map for cybersec4europe.eu
At a high level, the website is divided into the following sections, reachable via the main menu of the homepage (see Figure 1):
· Homepage 
The main landing page where visitors usually arrive, providing an overview of the project and its aims and objectives, as well as all the latest news items and upcoming events. On occasion of project high profile events it has employed the main masthead as a large banner advertisement for the events, linking to an information and registration page. The Homepage is where site visitors can easily access both the latest news blogs and social media postings.
· About 
An overview of the high-level goals of CyberSec4Europe, including the project’s policy, technical and innovation objectives.
· Our Community 
An overview of the European cybersecurity stakeholder community, described more fully below (see section 5).
· Work Packages 
Details about the project’s internal structuring and the goals of the different parts of the project. It contains two series of video interviews in which  work package leaders discuss the progress of their tasks over the lifetime of the project and what they see as the challenges going forward. The second of these was filmed remotely due to COVID-19 restrictions.
· Our Results 
Demonstrates the work carried out and delivered by the project, including all completed deliverables, publications and latest results. CyberSec4Europe publishes all of its public project deliverables which are available for download. Those deliverables not yet formally reviewed or accepted are marked with* 
· Events 
Information about all planned, current and past events (co-)organised, supported or attended by CyberSec4Europe or its partners. (see section 6). This part of the site has a further section devoted to the CyberSec4Europe Insights series of webinars (see section 8) as well as details of the three concertation and “Momentum!” events.
· News 
A summary and archive of all the project news articles, press releases and announcements. (see section 4). This heading on the site also contains the specially created COVID-19 update page, which was carefully maintained throughout 2020-21, although it is no longer highlighted from the home page.
· Contact
A form for visitors to complete to receive regular news updates (see section 6.2). This section also contains a link to the project YouTube channel.
 [image: Graphical user interface, website
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[bookmark: _Toc124420378]Figure 2: New banner head on website homepage
[bookmark: _Toc124420480][bookmark: _Toc92983303]Our results
This heading collects in one place all the formal output from the project beneficiaries:
· Deliverables 
Lists the project deliverables once they have been submitted to the Commission and are freely available for on-screen browsing or download. The only deliverables that are not listed are the management reports from work package (WP1) which are marked confidential.
· Publications 
Lists over 150 publications generated within the project, ranging from academic papers to conference procedings, all authored or co-authored by consortium partners. This section will also serve as a one-stop shop for all generated publications after the end of the project.
· Latest Results
Introduced to provide a showcase for participants in each project activity to present their work in a distinctive manner of their own choosing. This section contains, in addition to the deliverables that CyberSec4Europe partners produced, more results emerging from the project that are either not available or supplement what is in the deliverable reports. These include the software assets from Blueprint Design and Common Research (WP3) according to the individual WP3 tasks with links to more  technical entries in GitHub; and detailed descriptions and downloads of the tools in the Open Tool Portal (WP7)
· Recommendations
For the final year of the project, we turned the headline focus on the website to the project’s recommendations for the future. A new link to a summary of the current recommendations is prominently sign-posted directly from the homepage on the main banner head (see Figure 2). The project has published seven policy recommendations on a variety of topics (at the time of writing), which will be available as downloadable CyberSec4Europe policy briefs.
[bookmark: _News_Articles][bookmark: _Toc124420481][bookmark: _Toc92983304]News articles
Since its launch we have maintained a content-rich and varied news page, highlighting the many aspects of project partners’ work including highlights of most of the deliverables for easy access. The stories are thoroughly edited by native English language speakers to ensure that they are accessible not only to cybersecurity professionals but also to a broader audience such as legislators, educators, media and the general public. The breadth of news stories mirrors the wide number of activities that project partners are immersed in (Figure 3). In addition to “news” content about the project there are also several opinion pieces about current debates within the cybersecurity arena. The following stories have featured over the last year (2022):
January 
Proactive Approaches For Secure Software Development
Advances in Usable Security
Don’t Miss the Privacy Symposium 2022 in Venice!

February 
Demonstrating The Application And Usability Of Security And Privacy Software Assets
Upcoming Event: Benefits And Risks Of Emerging Technologies And The GDPR

March 
Preparing The Second Round Of Commercial And Application Demonstrators
Flagship 2: The Successful Second Cybersecurity Exercise Hosted By CyberSec4Europe
The Vital Importance Of Blue Sky Research in Cybersecurity

April 
Making Cybersecurity Standards More Accessible
Introducing SURFACE – A Support Framework For Certification

May 
CyberSec4Europe In Venice

June
CONVERGENCE NEXT Is Here!
Multidisciplinary Approach in Cybersecurity Awareness
CyberSec4Europe – Open Tool Portal

July 
The European Cybersecurity Competence Centre: Governing Board Meets In Person For The First Time In Bucharest

August 
Burning Down The House
Future Research Challenges in Cybersecurity for European Digital Sovereignty

September 
What Can Member States Expect From Their Cybersecurity Communities?
A Recommendation To Support Research In Password-less Authentication
The EU Cybersecurity Skill Gap Is Bleeding – But You Can Help Heal It!

October 
Learning More About Cyber4SecEurope Scientific Publications
Momentum!
Reasonable Security
Review And Reflections On Maritime Transport

November 
Momentum!
[image: Graphical user interface, application
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[bookmark: _Toc124420379]Figure 3: Home page - latest news stories


[bookmark: _Toc124420482]CyberSec4Europe Stories book
The collection of news blogs that were published on the website over the last four years give the outline narrative of CyberSec4Europe. As such it was decided that a hard copy publication could be derived from these contributions, which would describe the different approaches to each subject area, the breadth of research and the creativity of the partners and ultimately to highlight the project's many achievements. This book was designed to be a comprehensive narrative accessible to a wide audience beyond the technical community. Hence care was taken to ensure that the often complex concepts were described in as approachable a way as possible to get the attention of the broader non-technical community to incentivise them to explore some of the more technical source material contained in the project deliverables. Additionally, the various ‘opinion pieces’ were also included in the book to give voice to the many unique contributors from the 43 partner institutions.
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[bookmark: _Toc124420380]Figure 4: Pages from the CyberSec4Europe Stories book


[bookmark: _Toc92983229][bookmark: _Toc92983305][bookmark: _Toc92983412][bookmark: _Toc92983485][bookmark: _Toc92983813][bookmark: _Toc92984330][bookmark: _Toc92984460][bookmark: _Toc92984557][bookmark: _Toc92984617][bookmark: _Toc92984713][bookmark: _Toc92984778][bookmark: _Toc92984856][bookmark: _Toc92984926][bookmark: _Toc92984997][bookmark: _Toc92985762][bookmark: _Toc92987064][bookmark: _Toc92987212][bookmark: _Toc92987690][bookmark: _The_European_Cybersecurity][bookmark: _Toc124420483][bookmark: _Toc92983230][bookmark: _Toc92983306][bookmark: _Toc92983413][bookmark: _Toc92983486][bookmark: _Toc92983814][bookmark: _Toc92984331][bookmark: _Toc92984461][bookmark: _Toc92984558][bookmark: _Toc92984618][bookmark: _Toc92984714][bookmark: _Toc92984779][bookmark: _Toc92984857][bookmark: _Toc92984927][bookmark: _Toc92984998][bookmark: _Toc92985763][bookmark: _Toc92987065][bookmark: _Toc92987213][bookmark: _Toc92987691][bookmark: _Toc92983308]The European cybersecurity community
[bookmark: _Toc92983310][bookmark: _Toc124420484]Our Community 
The Our Community page was completely restructured and re-written during the course of the project to give a comprehensive overview of the overall cybersecurity landscape across Europe. It features the following sections:
· Cybersecurity Competence Centre and Network
· The European Cybersecurity Competence Centre
· Network of National Coordination Centres
· The Cybersecurity Competence Community
· The Four Pilot Projects
· Cybersecurity Atlas
· CyberSec4Europe Partners
· CyberSec4Europe Associates
· Friends of CyberSec4Europe
A fulsome description of the structure of the European Cybersecurity Competence Centre has been set out which helpfully describes the tasks and objectives of the Centre and explains the governance structure.
[bookmark: _Toc92983235][bookmark: _Toc92983311][bookmark: _Toc92983418][bookmark: _Toc92983491][bookmark: _Toc92983819][bookmark: _Toc92984336][bookmark: _Toc92984466][bookmark: _Toc92984563][bookmark: _Toc92984623][bookmark: _Toc92984719][bookmark: _Toc92984784][bookmark: _Toc92984862][bookmark: _Toc92984932][bookmark: _Toc92985003][bookmark: _Toc92985767][bookmark: _Toc92987068][bookmark: _Toc92987216][bookmark: _Toc92987694][bookmark: _Toc92983236][bookmark: _Toc92983312][bookmark: _Toc92983419][bookmark: _Toc92983492][bookmark: _Toc92983820][bookmark: _Toc92984337][bookmark: _Toc92984467][bookmark: _Toc92984564][bookmark: _Toc92984624][bookmark: _Toc92984720][bookmark: _Toc92984785][bookmark: _Toc92984863][bookmark: _Toc92984933][bookmark: _Toc92985004][bookmark: _Toc92985768][bookmark: _Toc92987069][bookmark: _Toc92987217][bookmark: _Toc92987695][bookmark: _Toc92983237][bookmark: _Toc92983313][bookmark: _Toc92983420][bookmark: _Toc92983493][bookmark: _Toc92983821][bookmark: _Toc92984338][bookmark: _Toc92984468][bookmark: _Toc92984565][bookmark: _Toc92984625][bookmark: _Toc92984721][bookmark: _Toc92984786][bookmark: _Toc92984864][bookmark: _Toc92984934][bookmark: _Toc92985005][bookmark: _Toc92985769][bookmark: _Toc92987070][bookmark: _Toc92987218][bookmark: _Toc92987696][bookmark: _Toc92983238][bookmark: _Toc92983314][bookmark: _Toc92983421][bookmark: _Toc92983494][bookmark: _Toc92983822][bookmark: _Toc92984339][bookmark: _Toc92984469][bookmark: _Toc92984566][bookmark: _Toc92984626][bookmark: _Toc92984722][bookmark: _Toc92984787][bookmark: _Toc92984865][bookmark: _Toc92984935][bookmark: _Toc92985006][bookmark: _Toc92985770][bookmark: _Toc92987071][bookmark: _Toc92987219][bookmark: _Toc92987697][bookmark: _Toc92983316][bookmark: _Partners_and_associates][bookmark: _Toc124420485]Partners, friends and associates
The project’s 43 partners can be found listed on the Partners page, which is a sub-domain of Our Community in addition to the ‘Associate Partners’ and the ‘Friends of CyberSec4Europe’ - both with their own distinctive sub-brands (see Figure 5). 
[image: ][image: ]
[bookmark: _Toc124420381]Figure 5: Sub-brand logos for Friends and Associates
Someone wishing to become a 'Friend of CyberSec4Europe' can subscribe, via the website, to a project update news service. In 2022 eight news updates were mailed to our network of over 40 Associate partners and 13 to more than 160 Friends.
[bookmark: _Toc92983241][bookmark: _Toc92983317][bookmark: _Toc92983424][bookmark: _Toc92983497][bookmark: _Toc92983825][bookmark: _Toc92984342][bookmark: _Toc92984472][bookmark: _Toc92984569][bookmark: _Toc92984629][bookmark: _Toc92984725][bookmark: _Toc92984790][bookmark: _Toc92984868][bookmark: _Toc92984938][bookmark: _Toc92985009][bookmark: _Toc92985773][bookmark: _Toc92987073][bookmark: _Toc92987221][bookmark: _Toc92987699][bookmark: _Toc124420486][bookmark: _Toc92983319]Heterogeneity of data protection legislation across the EU
The website also features an interactive map (see Figure 6) which is based on the results of a survey carried out by the project, collating feedback from 19 Member States (Austria, Belgium, Croatia, Cyprus, Czechia, Denmark, Estonia, Finland, Greece, Germany, Hungary, Latvia, Luxembourg, Malta, Poland, Romania, Slovakia, Slovenia, and Spain) between April 2020 and May 2021.
The feedback was combined into a map of Europe containing the data collected from the national supervisory authorities (at the top of the page). The map allows a quick overview of the results of the survey, where a country coloured yellow indicates that a Member State has a particular rule or legislation on a selected topic and coloured blue means they do not. One can move between topics by selecting the chosen topic under the map. The topics “Other Legislation” and the existence of laws that “Extend the GDPR” are a little different in that the colour of the map only tells the viewer if there is any additional legislation or extension: for further details, one has to hover over the Member State for more expanded information (see Figure 5).
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[bookmark: _Toc124420382]Figure 6: Heterogeneity of Data Protection Legislation across Europe interactive map
[bookmark: _Toc92983244][bookmark: _Toc92983320][bookmark: _Toc92983427][bookmark: _Toc92983500][bookmark: _Toc92983828][bookmark: _Toc92984345][bookmark: _Toc92984475][bookmark: _Toc92984572][bookmark: _Toc92984632][bookmark: _Toc92984728][bookmark: _Toc92984793][bookmark: _Toc92984871][bookmark: _Toc92984941][bookmark: _Toc92985012][bookmark: _Toc92985776][bookmark: _Toc92987076][bookmark: _Toc92987224][bookmark: _Toc92987702][bookmark: _Toc92983245][bookmark: _Toc92983321][bookmark: _Toc92983428][bookmark: _Toc92983501][bookmark: _Toc92983829][bookmark: _Toc92984346][bookmark: _Toc92984476][bookmark: _Toc92984573][bookmark: _Toc92984633][bookmark: _Toc92984729][bookmark: _Toc92984794][bookmark: _Toc92984872][bookmark: _Toc92984942][bookmark: _Toc92985013][bookmark: _Toc92985777][bookmark: _Toc92987077][bookmark: _Toc92987225][bookmark: _Toc92987703][bookmark: _Toc92983246][bookmark: _Toc92983322][bookmark: _Toc92983429][bookmark: _Toc92983502][bookmark: _Toc92983830][bookmark: _Toc92984347][bookmark: _Toc92984477][bookmark: _Toc92984574][bookmark: _Toc92984634][bookmark: _Toc92984730][bookmark: _Toc92984795][bookmark: _Toc92984873][bookmark: _Toc92984943][bookmark: _Toc92985014][bookmark: _Toc92985778][bookmark: _Toc92987078][bookmark: _Toc92987226][bookmark: _Toc92987704][bookmark: _Toc92983324][bookmark: _Promoting_Events][bookmark: _Toc124420487]Promoting events
The website continues to play an essential role in promoting events by reaching out to a wide audience, as well as raising awareness of CyberSec4Europe partner participation in cybersecurity-related conferences and summer schools.
[bookmark: _Toc92983326][bookmark: _Toc124420488]Event listing
There is a full event listing section on the site (https://cybersec4europe.eu/events) which, apart from highlighting all CyberSec4Europe events, also contains a useful listing of many other forthcoming cybersecurity-related events that project partners are actively involved in, including links to the websites of the events themselves. Reports of all past events are also featured in this section for historical record.
[bookmark: _Toc124420489][bookmark: _Toc92983327]Past Events 
All CyberSec4Europe hosted events, which were held remotely or in hybrid form because of the pandemic, were uploaded on to the website. 
[bookmark: _Toc92983252][bookmark: _Toc92983328][bookmark: _Toc92983435][bookmark: _Toc92983508][bookmark: _Toc92983836][bookmark: _Toc92984353][bookmark: _Toc92984483][bookmark: _Toc92984580][bookmark: _Toc92984640][bookmark: _Toc92984736][bookmark: _Toc92984801][bookmark: _Toc92984879][bookmark: _Toc92984949][bookmark: _Toc92985020][bookmark: _Toc92985784][bookmark: _Toc92987083][bookmark: _Toc92987230][bookmark: _Toc92987708][bookmark: _Toc92983253][bookmark: _Toc92983329][bookmark: _Toc92983436][bookmark: _Toc92983509][bookmark: _Toc92983837][bookmark: _Toc92984354][bookmark: _Toc92984484][bookmark: _Toc92984581][bookmark: _Toc92984641][bookmark: _Toc92984737][bookmark: _Toc92984802][bookmark: _Toc92984880][bookmark: _Toc92984950][bookmark: _Toc92985021][bookmark: _Toc92985785][bookmark: _Toc92987084][bookmark: _Toc92987231][bookmark: _Toc92987709][bookmark: _Toc92983331][bookmark: _CyberSec4Europe_Insights]The 2022 evening panel discussions which featured a variety of invited cybersecurity experts including representatives from the three major European institutions and the newly formed ECCC, were: 
· Benefits and risks of emerging technologies and the GDPR (16 February)
· The European Cybersecurity Competence Centre (ECCC) (1 June)
· What can Member States expect of their cybersecurity communities (15 September)
· Cybersecurity in Europe: Past, Present and Future (1 December)
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[bookmark: _Toc124420383]Figure 7: CyberSec4 Europe’s evening panel discussion 1 December 2022

CyberSec4Europe Insights
Insights, launched in December 2020, was a series of broadcasts and webinars relating to different topics associated with cybersecurity and the work of the project. We hosted five such webinars in 2020-21 and the recordings of all of these have been uploaded on to the website. 
[bookmark: _Toc92983256][bookmark: _Toc92983332][bookmark: _Toc92983439][bookmark: _Toc92983512][bookmark: _Toc92983840][bookmark: _Toc92984357][bookmark: _Toc92984487][bookmark: _Toc92984584][bookmark: _Toc92984644][bookmark: _Toc92984740][bookmark: _Toc92984805][bookmark: _Toc92984883][bookmark: _Toc92984953][bookmark: _Toc92985024][bookmark: _Toc92985788][bookmark: _Toc92987086][bookmark: _Toc92987233][bookmark: _Toc92987711][bookmark: _Toc92983257][bookmark: _Toc92983333][bookmark: _Toc92983440][bookmark: _Toc92983513][bookmark: _Toc92983841][bookmark: _Toc92984358][bookmark: _Toc92984488][bookmark: _Toc92984585][bookmark: _Toc92984645][bookmark: _Toc92984741][bookmark: _Toc92984806][bookmark: _Toc92984884][bookmark: _Toc92984954][bookmark: _Toc92985025][bookmark: _Toc92985789][bookmark: _Toc92987087][bookmark: _Toc92987234][bookmark: _Toc92987712][bookmark: _Toc92983258][bookmark: _Toc92983334][bookmark: _Toc92983441][bookmark: _Toc92983514][bookmark: _Toc92983842][bookmark: _Toc92984359][bookmark: _Toc92984489][bookmark: _Toc92984586][bookmark: _Toc92984646][bookmark: _Toc92984742][bookmark: _Toc92984807][bookmark: _Toc92984885][bookmark: _Toc92984955][bookmark: _Toc92985026][bookmark: _Toc92985790][bookmark: _Toc92987088][bookmark: _Toc92987235][bookmark: _Toc92987713][bookmark: _Toc92983335][bookmark: _Toc124420490]Website traffic
Since the last report, the website traffic has continued with a steady flow of site visits and an increase in new visitors. We have consistently hyperlinked Twitter and LinkedIn to the website for more information on events, blogs and general news. We logged 13,012 visitors to the site during 2022, of which 12,942 were new users (see Figures 8 and 9).[image: Graphical user interface, application

Description automatically generated]

[bookmark: _Toc124420384]Figure 8: Users and page views from 1 January 2022 to 5 December 2022
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[bookmark: _Toc124420385]Figure 9: Most frequently visited pages on the website
Since October 2020, we have continued to use Yoast software on the website to enhance our search engine optimisation (SEO) on each news posting and also, across all the content of the website, to further increase our visibility on the Internet. The increase in visitors over the last two years confirms that this approach has been successful.
[bookmark: _Toc92983336][bookmark: _Toc124420491]Social Media
[bookmark: _Toc92983337][bookmark: _Toc124420492]Twitter
The number of followers of the CyberSec4Europe Twitter account (@CyberSec4Europe) has steadily increased year on year (13% over 2022) with our consistent tweets, and retweets from related accounts, to push our reach further into the community and bring more awareness of the project. We have continued to use personalised images and GIFs to further establish the project brand. With nearly every posting having a link to our website, our Twitter platform has been helpful in directing people’s attention towards the work we’re doing, giving them the opportunity to access and download project deliverables.
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[bookmark: _Toc124420386]Figure 10: CyberSec4Europe Twitter account
[bookmark: _Toc92983338][bookmark: _Toc124420493]LinkedIn 
Our LinkedIn account is used to re-post all of our current news stories as mini-blogs and continued to attract a healthy number of new followers each month. There is a steady flow of visitors via laptop or mobile device to our account. 
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[bookmark: _Toc124420387]Figure 11: CyberSec4Europe LinkedIn statistics
[bookmark: _Toc92983339][bookmark: _Toc124420494]YouTube
CyberSec4Europe’s YouTube channel contains a rich resource of material from across all the events that the project has hosted. As many of these were virtual events, it has been particularly important to capture them for posterity. Working within the constraints of filming remotely, we have produced more records of events on a diverse range of topics. Teaser and tutorial videos of the assets of WP3 are also featured on the channels as well. We aimed to keep the content relevant and up to date at all times. The procedings of the two major events of 2022 – CONVERGENCE NEXT and Momentum! are available on the YouTube channel.
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[bookmark: _Toc124420388]Figure 12: CyberSec4Europe’s YouTube Channel
[bookmark: _Toc92983264][bookmark: _Toc92983340][bookmark: _Toc92983447][bookmark: _Toc92983520][bookmark: _Toc92983848][bookmark: _Toc92984365][bookmark: _Toc92984495][bookmark: _Toc92984592][bookmark: _Toc92984652][bookmark: _Toc92984748][bookmark: _Toc92984813][bookmark: _Toc92984891][bookmark: _Toc92984961][bookmark: _Toc92985032][bookmark: _Toc92985796][bookmark: _Toc92987094][bookmark: _Toc92987241][bookmark: _Toc92987719][bookmark: _Toc92983265][bookmark: _Toc92983341][bookmark: _Toc92983448][bookmark: _Toc92983521][bookmark: _Toc92983849][bookmark: _Toc92984366][bookmark: _Toc92984496][bookmark: _Toc92984593][bookmark: _Toc92984653][bookmark: _Toc92984749][bookmark: _Toc92984814][bookmark: _Toc92984892][bookmark: _Toc92984962][bookmark: _Toc92985033][bookmark: _Toc92985797][bookmark: _Toc92987095][bookmark: _Toc92987242][bookmark: _Toc92987720][bookmark: _Toc92983343][bookmark: _Toc124420495]Working in collaboration with the Cyber Competence Network Communications Group
CyberSec4Europe continued during the first half of 2022 to actively contribute to the various communications activities with our fellow pilots and promote the Cyber Competence Network (CCN) brand whilst all four groups were running in parallel. 
CyberSec4Europe on behalf of the four pilots was chosen to moderate the presentations given all day every day in the pitch area of the EU Pavillion at FIC 2022 from 7-9 June 2022 at the Grand Palais Lille.
The work of this group is all detailed in its website – www.cybercompetencenetwork.eu which CyberSec4Europe has regularly contributed to and helped manage its content. In June 2021 the Group produced a common four pilots’ presentation, available on the website, that could be presented by any CCN representative on behalf of all the projects. In addition to the website there is also an active Twitter presence which has over the course of 2022 reached 586 followers. 
The four pilots’ Communications Group met regularly online during the lifetime of the respective projects. CyberSec4Europe took over chairing this group from July 2022.
[bookmark: _Toc92983268][bookmark: _Toc92983344][bookmark: _Toc92983451][bookmark: _Toc92983524][bookmark: _Toc92983852][bookmark: _Toc92984369][bookmark: _Toc92984499][bookmark: _Toc92984596][bookmark: _Toc92984656][bookmark: _Toc92984752][bookmark: _Toc92984817][bookmark: _Toc92984895][bookmark: _Toc92984965][bookmark: _Toc92985036][bookmark: _Toc92985800][bookmark: _Toc92987097][bookmark: _Toc92987244][bookmark: _Toc92987722][bookmark: _Toc92983269][bookmark: _Toc92983345][bookmark: _Toc92983452][bookmark: _Toc92983525][bookmark: _Toc92983853][bookmark: _Toc92984370][bookmark: _Toc92984500][bookmark: _Toc92984597][bookmark: _Toc92984657][bookmark: _Toc92984753][bookmark: _Toc92984818][bookmark: _Toc92984896][bookmark: _Toc92984966][bookmark: _Toc92985037][bookmark: _Toc92985801][bookmark: _Toc92987098][bookmark: _Toc92987245][bookmark: _Toc92987723][bookmark: _Toc92983270][bookmark: _Toc92983346][bookmark: _Toc92983453][bookmark: _Toc92983526][bookmark: _Toc92983854][bookmark: _Toc92984371][bookmark: _Toc92984501][bookmark: _Toc92984598][bookmark: _Toc92984658][bookmark: _Toc92984754][bookmark: _Toc92984819][bookmark: _Toc92984897][bookmark: _Toc92984967][bookmark: _Toc92985038][bookmark: _Toc92985802][bookmark: _Toc92987099][bookmark: _Toc92987246][bookmark: _Toc92987724][bookmark: _Toc92983347][bookmark: _Toc124420496]Working with DG CONNECT
CyberSec4Europe also regularly contributed to DG CONNECT and more recently the ECCC monthly cybersecurity newsletter with stories highlighting aspects of our work and events. The project has also benefitted from the participation of project officers and the head of unit from DG CONNECT at the project’s evening panel discussions. 
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[bookmark: _Toc124420389]Figure 13: DG CONNECT’s newsletter article on CyberSec4Europe’s panel discussion on the Competence Centre 
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[bookmark: _Toc124420390]Figure 14: DG CONNECT’s newsletter article promoting CyberSec4Europe’s Insights Webinar
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[bookmark: _Toc124420391]Figure 15: ECCC newsletter article promoting CyberSec4Europe’s Momentum! event

[bookmark: _Toc92983272][bookmark: _Toc92983348][bookmark: _Toc92983455][bookmark: _Toc92983528][bookmark: _Toc92983856][bookmark: _Toc92984373][bookmark: _Toc92984503][bookmark: _Toc92984600][bookmark: _Toc92984660][bookmark: _Toc92984756][bookmark: _Toc92984821][bookmark: _Toc92984899][bookmark: _Toc92984969][bookmark: _Toc92985040][bookmark: _Toc92985804][bookmark: _Toc92987101][bookmark: _Toc92987248][bookmark: _Toc92987726][bookmark: _Toc92983273][bookmark: _Toc92983349][bookmark: _Toc92983456][bookmark: _Toc92983529][bookmark: _Toc92983857][bookmark: _Toc92984374][bookmark: _Toc92984504][bookmark: _Toc92984601][bookmark: _Toc92984661][bookmark: _Toc92984757][bookmark: _Toc92984822][bookmark: _Toc92984900][bookmark: _Toc92984970][bookmark: _Toc92985041][bookmark: _Toc92985805][bookmark: _Toc92987102][bookmark: _Toc92987249][bookmark: _Toc92987727][bookmark: _Toc92983274][bookmark: _Toc92983350][bookmark: _Toc92983457][bookmark: _Toc92983530][bookmark: _Toc92983858][bookmark: _Toc92984375][bookmark: _Toc92984505][bookmark: _Toc92984602][bookmark: _Toc92984662][bookmark: _Toc92984758][bookmark: _Toc92984823][bookmark: _Toc92984901][bookmark: _Toc92984971][bookmark: _Toc92985042][bookmark: _Toc92985806][bookmark: _Toc92987103][bookmark: _Toc92987250][bookmark: _Toc92987728][bookmark: _Toc92983352][bookmark: _Toc124420497]Summary
The work to promote the CyberSec4Europe project will continue almost daily through the various channels, to the end of this year. The ambition to keep expanding the website so that it is a lively, engaging and relevant resource, that will have a life beyond the scope of the project, continues apace. News stories that highlight the deliverables that the project has recently completed are continually posted and linked through social media channels to reach intended audiences and beyond. As mentioned earlier in this report, during this final period of the project the website has started to reflect the legacy achievements of CyberSec4Europe, through its Recommendations page and Exploitation page so that visitors to the site can understand what the project has accomplished over its lifetime, its specific recommendations, its key exploitable assets, its publications and deliverable reports and what the future significance of its work will be.
The website will continue to be live for five years (at the same domain) from the end of project funding at the end of 2022, and we hope it will prove to be a fitting reflection of everything that CyberSec4Europe has achieved during the course of the last four years.
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CyberSec4Europe online panel discussion: Establishing the
Competence Centre in Bucharest and Building the Network

This event took place in the evening of 24 February. During its 2021 Winter
General Meeting, CyberSec4Europe hosted an online panel discussion devoted
to recently announced decision to establish the Competence Centre in Romania.

Following an introduction from Marc Weinmeister, Secretary of State for European Affairs of the
State of Hessen and Kai Rannenberg, Goethe University Frankfurt and co-ordinator of
CyberSec4Europe, moderator David Goodman from Trust in Digital Life introduced the panellists:

+ Miguel Gonzélez-Sancho, Head of Cybersecurity Technology and Capacity Building, DG
CNECT, European Commission

Ramona Nit, Counselor Telecommunications, Cyber Security, Digital Internal Market, Postal
Services, Permanent Representation of Romania to the EU

Stelian Brad, President, Cluj IT Cluster and Professor, Technical University of Cluj-Napoca

Monica Florea, Director of European projects, SIMAVI

Virgil D. Gligor, Professor, Electrical and Computer Engineering, Camegie Mellon University

The goal of the evening’s discussion was to explore both how Europe proposes to achieve its
cybersecurity objectives over the coming two to three years as well as its impact on the industrial
and academic cybersecurity community across Romania — ot only in Bucharest, but also in Cluj-
Napoca, home to a vibrant technology community that includes ten universities.
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Fourth CyberSec4Europe Insights Webinar

17 May 2021

CyberSec4Europe Insights are a series of broadcasts and webinars relating to
the different topics associated with cybersecurity and the work of the project.
This webinar "Developments in European Regulations” will focus on aspects of
the General Data Protection Regulation (GDPR) as well as legislation relating to
artificial intelligence and cybersecurity and future regulatory initiatives.

The speakers will be Alessandro Mantelero, Associate Professor of Private Law and Law &
Technology at the Politecnico di Torino (POLITO) and Giuseppe Vaciago, Of Counsel at R&P Legal
and founder of LT42, The Legal Tech Company, in Milano. Attendance is free of charge.

This webinar will take place from 12.00-13.00 CET on 17 May 2021
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CyberSec4Europe: Momentum!

Sadly, the CyberSec4Europe project will come to an end in
December 2022 after almost four years, during which time its 43
consortium partners as well as friends and associates have
collaborated creatively and effectively across many different domains
associated with cybersecurity. To celebrate what we’ve achieved and
just as significantly what is still yet to come beyond the end of the
project, CyberSec4Europe will be hosting an unmissable two day
event, Momentum!, on 1 and 2 December at the Representation of
the State of Hessen in central Brussels. The conference also
includes an evening social event, featuring a keynote and special
guest speakers sharing their thoughts and discussing, 'Cybersecurity
in Europe: Past, Present and Future.'
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